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Foreword

ISO (the International Organization for Standardization) is a worldwide federation of
national standards bodies (ISO member bodies). The work of preparing International
Standards is normally carried out through 1SO technical committees. Each member
body interested in a subject for which a technical committee has been established has
the right to be represented on that committee. International organizations, govern-
mental and non-governmental, in liaison with 1SO, also take part in the work. ISO
collaborates closely with the International Electrotechnical Commission (IEC) on all
matters of electrotechnical standardization.

Draft International Standards adopted by the technical committees are circulated to
the member bodies for approval before their acceptance as International Standards by
the ISO Council. They are approved in @ccordance with ISQ, procedures requiring at
least 75 % approval by the member bodies voting.

International Standard ISO 8571-3 was prepared by Technical Committee ISO/TC 97,
Information processing systems.

Users should note that all International Standards undergo revision' from time to’time
and that any reference made herein to any other International Standard-implies ‘its
latest edition, unless otherwise stated.

ISO 8571 consists of the following parts, under the general title /nformation processing
systems — Open Systems Interconnection — File Transfer, Access and Management

— Part 1 : General introduction
— Part 2 : Virtual Filestore Definition
— Part 3 : File Service Definition

— Part 4 : File Protocol Specification

Annexes A, B, C, D and E form an integral part of this International Standard.
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Information processing systems — Open Systems
Interconnection — File Transfer, Access and

Management —

Part 3 :
File Service Definition

0 Introduction

ISO 8571 is one of a set of International Standards
produced to facilitate the interconnection of computer
systems. |t is related to other International Standards in the
set as defined by the Reference Model for Open Systems
Interconnection  (ISO 7498). The Reference Model
subdivides the area of standardization for interconnection
into a series of layers of specification, each of manageable
size.

The aim of Open Systems Interconnection is to allow, with a
minimum  of technical agreement outside., ,the
interconnection standards, the interconnection of ‘computer
systems

a) from different manufacturers
b) under different managements
c) of different levels of complexity
d) of different ages.

ISO 8571 defines a File Service and specifies a File
Protocol available within the application layer of the
Reference Model. The service defined is of the category
Application Service Element (ASE). It is concerned with
identifiable bodies of information which can be treated as
files, which may be stored within open systems or passed
between application processes.

ISO 8571 dsfines a basic file service. It provides sufficient
facilities to support file transfer, and establishes a
framework for file access and file management. 1SO 8571
does not specify the interfaces to a file transfer or access
facility within the local system.

It is recognised that, with respect to Communication Quality
of Service, (described in 14.1.2.16), work is still in progress
to provide an integrated treatment of quality of service
across all of the layers of the OSI| Reference Model and to
ensure that the individual treatments in each layer service
satisfy overall quality of service objectives in a consistent
manner. As a consequence, an addendum may be added
to this International Standard at a later time which reflects
further quality of service developments and integration.

ISO 8571 consists of the following four parts.

Part 1: General introduction

Part 2: Virtual Filestore definition
Part 3: File Service definition
Part 4: File Protocol specification

This part of ISO 8571 contains the following annexes which
form part of the standard.

Annex A - Diagnostic parameter values

Annex B - Relation of attributes to primitives
Annex C - File transfer with commitment control
Annex D - Reference to FTAM control information
Annex E - State transition diagrams

1) Scope and field of application

This part of ISO 8571 defines in an abstract way the
externally| visible) file transfer, access and management
service within'the OSI Application Layer in terms of:

a) the primitive actions and events of the service;

b) “the parameter data associated with each primitive
action-and‘event;

¢) 'the relationship between, and the valid sequences of,
these actions and events.

The service defined in ISO 8571-3 is that which is provided
by the OSI file transfer, access and management protocol
ISO 8571-4 in conjunction with the Association Control
Service Elements 1SO 8649 and with the Presentation
service 1ISO 8822.

ISO 8571-3 does not specify individual implementations or
products, nor does it constrain the implementation of
entities and interfaces within a computer system. There is,
therefore, no conformance to this part of ISO 8571.

2 References

ISO 7498, Information Processing Systems - Open Systems
Interconnection - Basic Reference Model.

ISO/TR 8509, Information Processing Systems - Open
Systems Interconnection - Service Conventions.

ISO 8571, Information Processing Systems - Open Systems
Interconnection - File transfer, access and management.

- Part 1: General introduction.

- Part 2: Virtual Filestore definition.

- Part 4: File Protocol specification.

ISO 8649, Information Processing Systems -Open Systems
Interconnection - Service definition for the Association
Control Service Element.

ISO 8822, information Processing Systems -Open Systems
Interconnection - Connection-oriented presentation service
definition.
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ISO 8831, Information Processing Systems -Open Systems
Interconnection - Job Transfer and Manipulation Concepts
and Services.

ISO 9804, Information Processing Systems -Open Systems
Interconnection - Definition of Application Service Elements
- Commitment, Concurrency and Recovery. ')

ISO 9805, Information Processing Systems -Open Systems
Interconnection - Specification of protocols for Application
Service Elements - Commitment, Concurrency and
Recovery. )

") At present at the stage of dratt; publication anticipated in due course.
icipal

2

3 Definitions
Terms used in ISO 8571-3 are defined in ISO 8571-1.

4 Abbreviations
Abbreviations used in ISO 8571-3 are defined in ISO 8571-

1, -
5 Conventions

ISO 8571-3 uses the descriptive conventions in the OSI
Service Conventions in ISO/TR 8509.
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Section one: General

6 Model of the file service

6.1 File service provider and file service users

ISO 8571-3 uses the abstract model for a service defined in
the OSI service conventions in ISO TR 8509 (see note 1).
The model defines the interactions between the two file
service users and the file service provider. Information is
passed between a file service user and the file service
provider by file service primitives which may carry
parameters.

One of the file service users is defined as the initiator and
the other is defined as the responder (see ISO 8571-1).

The responder is an application-entity handling a virtual
filestore. The virtual filestore has the properties defined in
ISO 8571-2, and may be realized in a real system by a real
filestore or by an application process. Attributes of the
virtual filestore manipulated by the service primitives
defined in ISO 8571-3 are listed in annex B.

The file service defines a single activity between an initiator
and a responder (see note 2).

NOTES

1 ISO/TR 8509 defines a model for' the “service provided by a
layer of the OS| Reference Model. The file service does not
correspond to such a layer (it is a division within| the application
layer) but the model used is identical in all other respects.

2 At any one time, an application entity may be involved in more
than one instance of the file service activity and each instance is
based on a separate application association.

6.2 File service levels
Two levels of file service are defined:

a) the external file service (EFS), in which the user
states its FTAM quality of service requirements, but has
no awareness of error recovery, delegating such
considerations to the service provider. Transfer of file
data is modelled in the external file service as a series of
error-free operations. Thus within the external file service
there is no visibility of recoverable errors or the error
recovery actions;

b) the internal file service (IFS) used by the error
recovery protocol machine. This service includes
primitives giving its users facilities for error recovery and
control of the checkpointing mechanisms. The protocol
specification which relates the external to the internal file
service therefore consists of a standard set of procedures
for error recovery and the protocol machine which
executes, these procedures is the user of the internal file
service. The' choice -of the error recovery procedures to
be used is based on the analysis of cost from the FTAM
and_communications quality of service requested in the
External Service and local management information.

external service

FERPM Error Recovery FERPM
I S Protocol >
Recovery Recovery
Procedures Procedures
_____________________ internal serviee | __ _ __ ______l_______
BaSic .............. BaSic
FPM <. .. .P.r.otoco] ............. > FPM

Lower layer provider

Figure 1 — Service Levels
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The relationship between the internal and external file
service services is shown diagrammatically in figure 1.

6.3 Regimes of the file service
Four types of file service regime are defined:

a) the FTAM regime which exists while the application
association is used for the FTAM protocol.

b) the file selection regime during which a particular file
is associated with the FTAM regime;

c) the file open regime during which a particular set of
processing mode, presentation contexts and concurrency
controls is in operation;

d) the data transfer regime during which a particular bulk
data transfer specification and direction of transfer are in
force.

There is at most one instance of each type of regime at any
one time.

The file service provides for:
e) a sequence of file selection regimes in an FTAM
regime;
f) a sequence of file open regimes in a file selection
regime;
g) a sequence of data transfer regimes within a file open
regime; the data transfer regimes-may each.be,for, either

read or write data transfer. Write data\transfer. permits
the operations insert, replace or extend.

Termination of a regime implies termination of all regimes
nested within that regime. The nesting of regimes is shown
in figure 2.

7 Services of the file service

This clause provides a short description of the services of
the file service. The services and the primitives by which

they are invoked are defined in sections two and three. For
each service, the user of the service (the application entity
that invokes the sequence of primitives) is stated. The
external and internal file service levels are defined in 6.2.

7.1 FTAM regime control
Three services are associated with FTAM regime control:

a) the FTAM regime establishment service (see 14.1) is
used by the initiator to create and bind an FTAM regime
to the application association linking the two file service
users;

b) the FTAM regime termination service (orderly) (see
14.2) is used by the initiator to dissolve the FTAM regime
and unbind it from the application association between
the file service users and the file service provider;

c) the FTAM regime termination service (abrupt) (see
14.3) is used by either of the service users or the service
provider to dissolve the FTAM regime and its binding to
the application association unconditionally.

7.2 Filestore management
ISO 8571-3 does not define any filestore management
operations.

NOTE - Such operations may be included in future addenda to
ISO 8571-3.

7.3 File'selection regime control

Four_ services, are associated with file selection regime
control:

a) the file selection service (see 15.1) is used by the
initiator to select an existing file and to bind the specified
fileito the FTAM regime;

b) 3the file deselection service (see 15.2) is used by the
initiator to release the binding between the FTAM regime
and the specified file;

FTAM regime

file selection regime

file open regime

data transfer regime

F-READ F-TRANSFER
F-WRITE -END
F-LOCATE
F-ERASE
F-OPEN F-DATA F-CLOSE
F-DATA-END
F-READ-ATTRIB
F-CHANGE-ATTRIB
F-SELECT F-DESELECT
F-CREATE F-DELETE
Filestore management
F-INITIALIZE F-TERMINATE
F-U-ABORT
F-P-ABORT

Figure 2 — File service regimes and related primitives



¢) the file creation service (see 15.3) is used by the
initiator either

1) to create a specified file and to select the newly
created file; or

2) depending on the override parameter of F-
CREATE, to select an existing file;

and then to bind the specified file to the FTAM regime;

d) the file deletion service (see 15.4) is used by the
initiator to release the binding between the FTAM regime
and the specified file in such a way that the previously
selected file ceases to exist.

7.4 File management
Two services are associated with file management:

a) the read attributes service (see 16.1) is used by the
initiator to interrogate the file attributes of the selected
file;

b) the change attributes service (see 16.2) is used by the
initiator to modify the file attributes of the selected file.

7.5 File open regime control
Two services are associated with file open regime control:

a) the file open service (see 17;1)/is useddy thejinitiatorn
to establish the processing mode, presentation‘contexts
and concurrency controls for data transfer or,access;

b) the file close service (see 17.2) is used by the initiator
to release the context established by the file open
service.

7.6 Grouping control

Two services are associated with grouping control:
a) the beginning of grouping service (see 18.1) is used
by the initiator to indicate the start of a set of primitives
which are to be processed and responded to as a group;

b) the end of grouping service (see 18.2) is used by the
initiator to indicate the end of a set of grouped primitives
which are to be processed and responded to as a group.

7.7 Access to file content

The transfer of the FADUs of a file is performed by a bulk
data transfer procedure, which forms a self contained unit.
The services which make up this procedural unit are
described in 7.9 and 7.10. There are two additional
services associated with file access:

a) the locate file access data unit service (see 20.2) is
used by the initiator to specify the identity of a file access
data unit which is to be located by the responder;

b) the erase file access data unit service (see 20.3) is
used by the initiator to remove a file access data unit from
the file.

7.8 Bulk data transfer

Bulk data transfer refers to the transfer, optionally with
checkpointing, of single file access data units (see 20.1).
There are six additional services associated with different
stages in bulk data transfer:

a) the read bulk data service (see 24.1) is used by the
initiator to initiate a bulk data transfer from the responder
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(in the role of sender), to the initiator (in the role of
receiver);

b) the write bulk data service (see 24.2) is used by the
initiator to initiate a bulk data transfer from the initiator (in
the role of sender) to the responder (in the role of
receiver);

¢) the data unit transfer service (see 24.3) is used by the
sender to transmit bulk data;

d) the end of data transfer service (see 24.4) is used by
the sender to indicate completion of the data transfer;

e) the end of transfer service (see 24.5) is used by the
initiator to confirm that the data transfer is complete;

f) the cancel data transfer service (see 24.6) is used by
either the sender or the receiver to cancel a data transfer
activity.

7.9 Recovery

One service is associated with recovery. This service is
visible only in the internal file service.

The regime recovery service (see 19.1) is used by the
initiator to recreate the open regime after a failure within the
open regime. Errors occurring outside the open regime are
not recoverable by this service.

NOTE - Concurrency controls remain in force during a recovery

attempt, or if so'specified by,another ASE. Otherwise, concurrency
controls are released on a permanent error (see 13.2).

7.10 Checkpointing and restarting

Two services are associated with checkpointing and
restarting.” These'services ‘are Visible only in the internal file
service!

a) the checkpointing service (see 25.1) is used by the
sender of data to establish marks in the flow of data for
the purpose of subsequent recovery or restart;

b) the restarting data transfer service (see 25.2) is used
by the sender or the receiver of data to interrupt a
transfer in progress and negotiate a point at which it is to
be restarted.

8 Functional units and service classes

Functional units and file service classes are logical
groupings of related services defined in ISO 8571-3 for the
purpose of:

a) negotiation of the file service user’s requirements
during FTAM regime establishment;

b) reference by other International Standards.

NOTE - The constraint set applicable to the file restricts the
functionality given in 8.1 and 8.2.

8.1 Functional units

The services associated with each functional unit are
specified in tables 1 and 2.

8.1.1 Kernel functional unit

The kernel functional unit supports the basic file services for
the establishment and release of the FTAM and file
selection regimes.
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8.1.2 Read functional unit

The read functional unit supports establishment and release
of the open regime and the transfer of data from the
responder to the initiator.

8.1.3 Write functional unit

The write functional unit supports establishment and
release of the open regime and the transfer of data from the
initiator to the responder.

8.1.4 File access functional unit

The file access functional unit allows an FADU in the file
access structure to be located for file access and allows an
FADU to be manipulated within the file access structure.

8.1.5 Limited file management functional unit

The limited file management functional unit supports file
management for the creation and deletion of files and for
the interrogation of file attributes.

8.1.6 Enhanced file management functional unit

The enhanced file management functional unit extends the
capabilities of the limited file management functional unit to
include the modification of file attributes.

8.1.7 Grouping functional unit

The grouping functional unit allows several regimes to be
established in one exchange, by combining yseveral
independent primitives into a group for procedural
purposes.

8.1.8 FADU Locking functional unit

The FADU locking functional unit allows the invocation:of
concurrency control locks on a per FADU basis in addition
to a file basis.

8.1.9 Recovery functional unit

The recovery functional unit allows the initiator to recreate
an open regime which has been destroyed by some failure.
The recovery may be immediate or deferred on the existing,
or different a, association.

8.1.10 Restart data transfer functional unit

The restart data transfer functional unit allows a data
transfer to be interrupted and restarted immediately at a
negotiated point within the current transfer.

8.1.11 Service classes and functional units

Table 1 shows which of the functional units are mandatory
and which optional in each of the service classes: transfer,
access, management, transfer and management, and
unconstrained. Service classes are defined in 8.2.

The recovery and restart functional units are never explicitly
visible in the external file service. Where they are shown as
optional in table 2 it is in the internal file service that they
are optional. The external file service and the internal file
service are defined in 6.2.

8.2 Service classes

Five file service classes are defined in terms of
combinations of functional units:

a) file transfer class (see 8.2.1);

b) file access class (see 8.2.2);

c) file management class (see 8.2.3);

d) file transfer and management class (see 8.2.4);
e) unconstrained class (see 8.2.5).

8.2.1 File transfer class
The file transfer class consists of;
a) the kernel functional unit;
b) the grouping functional unit;
c) one or both of the read or write functional units;
d) optionally, the limited file management functional unit;

e) optionally, but only if the limited file management
functional unit is present, the enhanced file management
functional unit;

f) optionally, in the internal file service, the recovery
functional unit.

g) optionally, in the internal file service, the restart data
transfer functional unit.

In the file transfer service class, the use of the services is
constrained so that there is a sequence of zero or more
FTAM events on the application association. Each FTAM
event is a sequence of:

1) .a single grouped sequence to establish a file open
regime. This sequence consists of:

- an-F-BEGIN-GROUP primitive;

<an F-SELECT or F-CREATE primitive;

- optionally, an F-READ-ATTRIB primitive;

- optionally, an F-CHANGE-ATTRIB primitive;
- an F-OPEN primitive;

<-an F:END!GROUP primitive.

2) ‘a@'single bulk data transfer procedure, for either a
read transfer or a write transfer. The processing mode
parameter on the F-OPEN primitive is set to either a
read or a valid write action, as defined in the constraint
set, but not both.

3) a single grouped sequence to release the file open
and select regimes. This sequence consists of:

- an F-BEGIN-GROUP primitive;

- an F-CLOSE primitive;

- optionally, an F-READ-ATTRIB primitive;

- optionally, an F-CHANGE-ATTRIB primitive;

- an F-DESELECT or F-DELETE primitive;

- an F-END-GROUP primitive.

The threshold parameter is set equal to the number of
primitives between F-BEGIN-GROUP and F-END-GROUP.
The threshold parameter is defined in clause 18.

NOTE - Each of the primitives shown as optional in these
sequences may only be present if the corresponding functional unit
was negotiated during the FTAM regime establishment.
8.2.2 File access class
The file access class consists of:

a) the kernel functional unit;

b) both of the read and write functional units;

c) the file access functional unit;

d) optionally, the grouping functional unit. If the grouping
functional unit is successfully negotiated, its valid use in
any instance by the initiator is optional but its acceptance
by the responder is always mandatory.
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Table 1 — Services and functional units of the External File Service
Functional Services Service classes Clause
Unit T A M ™ U
FTAM regime 14.1
establishment
FTAM regime 14.2
V14 Womood termination (orderly)
e FTAM regime M M M M M 14.3
termination (abrupt)
File selection 15.1
File deselection 15.2
Read bulk data 24.1
Data unit transfer 24.3
End of data transfer * M * O 24.4
U2 Read End of transfer 245
Cancel data transfer 24.6
File open 174
File close 17.2
Write bulk data 24.2
Data unit transfer 243
End of data transfer * M * O 24.4
U3 Write End of transfer 24.5
Cancel data transfer 24.6
File open 17.1
File close 17.2
Locate FADU M [e] 20.2
U4 File access Erase FADU 20.3
(requires U2 orU3)
U5 Limited file File creation 15.3
management File deletion 0] (0] o] 15.4
Read attributes 16.1
U6 Enhanced Change attributes (@) (¢] (0] 16.2
file management (requires U5)
. Beginning'of grouping @] M (@] 18.1
U7 Grouping End of groupi%g P 18.2
. FADU Locking [e) (@]
U8 FADU locking (requires U2 or U3) and U4
Table 2 — Services and functional units of the Internal File Service
Functional Services Service classes Clause
Unit T A M ™
Regime Recovery 19.1
Checkpointing O 6] O 0] 25.1
U9 Recovery Cancel data transfer 24.6
(for recoverable errors)
U10 Restart data Restarting data transfer 252
Checkpointing ®] O (0] O 25.1
transfer Cancel data transfer 24.6
(for recoverable errors)
Key to tables 1 and 2
Service class abbreviations Abbreviations within service class
T = File transfer class M = Mandatory
A = File access class O = Optional
M = File management class * = At least one of U2 or U3
TM = File transfer and management class blank = not permitted

U = Unconstrained class
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