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Foreword 

This amendment was prepared by SC 31-9, Electrical apparatus for the detection and measurement of 
combustible gases to be used in industrial and commercial potentially explosive atmospheres, of 
Technical Committee CENELEC TC 31, Electrical apparatus for explosive atmospheres. 

The text of the draft was submitted to the Unique Acceptance Procedure and was approved by CENELEC 
as amendment A1 to EN 50402:2005 on 2008-03-01. 

The following dates were fixed: 

– latest date by which the amendment has to be implemented
at national level by publication of an identical 
national standard or by endorsement 

 
 
(dop) 

 
 
2009-03-01 

– latest date by which the national standards conflicting 
with the amendment have to be withdrawn 

 
(dow) 

 
2011-03-01 

__________ 
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5 Modules and elements – Characterisation and requirements 

5.1 General requirements 
Add a new paragraph at the end of 5.1: 

A fault indication shall be released if a deviation in the signals of redundant units is detected. This 
indication shall be connected to an output function to the periphery, e.g. relay contact (see 5.7.2). 

5.4.1 Signal transmission between modules 
Replace 5.4.1 by: 

5.4.1 Signal transmission between modules 

Characterisation: simple or complex module 

The signal-transmission includes the physical connection between the modules: 

− sensor and sensor interface; 

− measuring point selection as well as automatic calibration and the affiliated modules for 
control; 

− separate control units (system communication); 

− periphery and module input from periphery; 

− module output to periphery and periphery. 

Several signal-transmissions, independent from each other, may occur within the gas detection system. 
The signal-transmissions may be realised differently. 

Examples include: 

− conventional wiring; 

− bus connections (including loops); 

− radio link; 

− optical transmission. 

All digital data transmissions are presumed to be complex. 

Requirements for simple modules with safe failure fraction 60 % – 90 %: 
All SIL-capabilities: The general requirements of 5.4 apply. A monitoring of data transmission shall be 
provided to detect failure. 
SIL-capability 1: There are no additional requirements. 
SIL-capability 2: If the data transmission is used for a single channel the requirements of SIL-capability 1 
are sufficient. If the data transmission is used for more than one channel, e.g. bus connection or multiplex 
transmission, the correct assignment of the channels shall be monitored. 
SIL-capability 3: The construction shall be redundant and a comparison of output signals shall be 
provided. 
SIL-capability 4: Shall have a minimum hardware fault tolerance of 2 only. 

Requirements for simple modules with safe failure fraction 90 % – 99 %: 
To achieve a SIL-capability 1 or 2 the safe failure fraction of 60 % – 90 % is sufficient.  
SIL-capability 3: A monitoring of data transmission shall be provided to detect failure. If the data 
transmission is used for more than one channel, e.g. bus connection or multiplex transmission, an 
automatic self-testing facility including feed in of an individual test signal for each channel shall be carried 
out cyclically. The cycle time shall not exceed 24 h. 
SIL-capability 4: Additionally to SIL-capability 3 the construction shall be redundant and a comparison of 
output signals shall be provided. 
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Requirements for complex modules with safe failure fraction 60 % – 90 %: 
All SIL-capabilities: The general requirements of 5.4 apply. A monitoring of data transmission shall be 
provided to detect failure. 
SIL-capability 1: If the data transmission is used for more than one channel, e.g. bus connection or 
multiplex transmission, the correct assignment of the channels shall be monitored. 
SIL-capability 2: Additionally to SIL-capability 1 the construction shall be redundant and a comparison of 
output signals shall be provided. 
SIL-capability 3: Additionally to SIL-capability 1 the construction shall have a minimum hardware fault 
tolerance of 2 and a comparison of output signals shall be provided. 
SIL-capability 4: Is not achievable. 

Requirements for complex modules with safe failure fraction 90 % – 99 %: 
To achieve a SIL-capability 1 the safe failure fraction of 60 % – 90 % is sufficient.  
All SIL-capabilities: The general requirements of 5.4 apply.  
SIL-capability 2: Measures to detect data transmission failures shall be included. The measures for 
ensuring the reliable data transmission shall take into account transmission errors, repetitions, deletion, 
insertion, resequencing, corruption, delay and masquerade. 
SIL-capability 3: Additionally to SIL-capability 2 the construction shall be redundant and a comparison of 
output signals shall be provided. 
SIL-capability 4: Additionally to SIL-capability 2 the construction shall have a minimum hardware fault 
tolerance of 2 and a comparison of output signals shall be provided. 

Requirements for complex modules with safe failure fraction > 99 %: 
To achieve a SIL-capability 2 the safe failure fraction of 90 % – 99 % is sufficient.  
All SIL-capabilities: The general requirements of 5.4 apply. 
The level of the safe failure fractions shall be verified e.g. by a transmission system approved separately. 
SIL-capability 3: Measures to detect data transmission failures shall be included. The measures for 
ensuring the reliable data transmission shall take into account transmission errors, repetitions, deletion, 
insertion, resequencing, corruption, delay and masquerade. 
SIL-capability 4: Additionally to SIL-capability 3 the construction shall be redundant and a comparison of 
output signals shall be provided. 

5.4.2 Signal-transmission within a control unit 
Replace 5.4.2 by: 

5.4.2 Signal-transmission within a control unit 

Characterisation: simple or complex module 

The signal-transmission serves the data exchange between all elements of a control unit. It includes the 
physical connection as well as handling and monitoring of the data-exchange. Examples for the 
implementation of the internal signal-transmission are as follows: 

− wired connections on the back plane of a mounting rack; 

− ribbon cable or flexible circuit board; 

− I/O-Bus, parallel or serial. 

All digital data transmissions are presumed to be complex. 

The probability of failure is smaller than presupposed in 5.4.1 because it is assumed that the physical link 
is mechanically protected and the distance between sender and receiver is very short. 
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Requirements for simple modules with safe failure fraction 60 % – 90 %: 
All SIL-capabilities: The general requirements of 5.4 apply. 
SIL-capability 1: Plug connections shall be protected against erroneous connection or disconnection. 
SIL-capability 2: A monitoring of data transmission shall be provided to detect failure. If the data 
transmission is used for more than one channel, e.g. bus connection or multiplex transmission, the 
correct assignment of the channels shall be monitored.  
SIL-capability 3: Additionally to SIL-capability 2 the construction shall be redundant. 
SIL-capability 4: Additionally to SIL-capability 2 the construction shall have a minimum hardware fault 
tolerance of 2. 

Requirements for simple modules with safe failure fraction 90 % – 99 %: 
To achieve a SIL-capability 1 or 2 the safe failure fraction of 60 % – 90 % is sufficient.  
SIL-capability 3: A monitoring of data transmission shall be provided to detect failure. If the data 
transmission is used for more than one channel, e.g. bus connection or multiplex transmission, an 
automatic self-testing facility including feed in of an individual test signal for each channel shall be carried 
out cyclically. The cycle time shall not exceed 24 h. 
SIL-capability 4: Additionally to SIL-capability 3 the construction shall be redundant and a comparison of 
output signals shall be provided. 

Requirements for complex modules with safe failure fraction 60 % – 90 %: 
All SIL-capabilities: The general requirements of 5.4 apply. 
SIL-capability 1: Plug connections shall be protected against erroneous connection or disconnection and 
one-bit redundancy shall be provided, e.g. by parity checking. If the data transmission is used for more 
than one channel, e.g. bus connection or multiplex transmission, the correct assignment of the channels 
shall be monitored. 
SIL-capability 2: Additionally to SIL-capability 1 the construction shall be redundant. 
SIL-capability 3: Additionally to SIL-capability 1 the construction shall have a minimum hardware fault 
tolerance of 2. 
SIL-capability 4: Is not achievable. 

Requirements for complex modules with safe failure fraction 90 % – 99 %: 
All SIL-capabilities: The general requirements of 5.4 apply. 
To achieve a SIL-capability 1 the safe failure fraction of 60 % – 90 % is sufficient.  
SIL-capability 2: Measures to detect data transmission failures shall be included. The measures for 
ensuring the reliable data transmission shall take into account transmission errors, repetitions, deletion, 
insertion, resequencing, corruption, delay and masquerade. 
SIL-capability 3: Additionally to SIL-capability 2 the construction shall be redundant and a comparison of 
output signals shall be provided. 
SIL-capability 4: Additionally to SIL-capability 2 the construction shall have a minimum hardware fault 
tolerance of 2 and a comparison of output signals shall be provided.  

5.6 Signal processing in the control unit 

Replace the paragraphs related to “Requirements for complex modules with safe failure fraction 
 90 % – 99 %” by: 

Requirements for complex modules with safe failure fraction 90 % – 99 %: 
To achieve a SIL-capability 1 the safe failure fraction of 60 % – 90 % is sufficient.  
SIL-capability 2: Additional special hardware facilities support self-test function to detect failures in the 
control unit, for example a hardware unit which cyclically monitors the output of a certain bit pattern 
according to the watchdog principle. 
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SIL-capability 3: By redundant signal processing the interruption of signal processing in the module shall 
be detected and indicated. By exchange and comparison of calculation results between parallel working 
processing units, most faults in the module shall be detected and indicated. The comparison shall include 
measuring values or status and alarm signals. 
SIL-capability 4: Additionally to SIL-capability 3 the construction shall have a minimum hardware fault 
tolerance of 2. The level of safe failure fraction above 90 % shall be verified by calculation. 

Replace the paragraph related to “Requirements for complex modules with safe failure 
fraction > 99 %” by: 

Requirements for complex modules with safe failure fraction > 99 %: 
SIL-capability 4: The interruption of signal processing in the module shall be detected and indicated by 
redundant signal processing. Nearly all faults in the module shall be detected and indicated by exchange 
and comparison of calculation results between parallel working processing units. The comparison shall 
include status and alarm signals, measuring values, intermediate calculation results and results of 
self-testing within the single processing units. The level of safe failure fraction above 99 % shall be 
verified by calculation. 

5.7.2 Relay output 
Replace 5.7.2 by: 
5.7.2 Switching output  

Characterisation: simple module 

The switching output (e.g. relays, optocouplers) includes the switching element for transmission of signals 
to the periphery. It provides alarms and status signals or may initiate safe actions in equipment external to 
the gas detection system e.g. shutdown valves. Logical combination by hardware are an element of the 
switching output. 

Requirements: 
All SIL-capabilities: Signals (faults or alarms) which belong to a single measuring point shall trigger the 
related switching output. 
Signals which belong to several measuring points may be combined to a single signal and/or trigger the 
switching output of all related measuring points. 
At least one switching output shall be provided for the common signalling of all detected faults. 
The instruction manual shall specify that the switching outputs shall be checked at least once per 
diagnostic test interval (see 6.3.2). 
SIL-capability 1: There are no additional requirements.  
SIL-capability 2:   
Using the idle current principle (deenergizing on alarm or on fault). 
or 
The input circuit of the switching outputs shall be monitored. 
SIL-capability 3: Two independent switching outputs shall be provided for each safety function.  
SIL-capability 4: Is achievable with a hardware fault tolerance of 2 only. 

NOTE   Monitoring the output circuit (e.g. by using relays with constraint contacts or assessment of a feedback contact) does not 
improve the safe failure fraction because a possible fault will be detected not until the safety function is required. 
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