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Foreword

This document (prEN 50600-2-6:2014) has been prepared by CLC/TC 215 "Electrotechnical aspects of
telecommunication equipment".

This document is currently submitted to the Enquiry.

This document has been prepared under a mandate given to CENELEC by the European Commission and
the European Free Trade Association.
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Introduction

The unrestricted access to internet-based information demanded by the information society has led to an
exponential growth of both internet traffic and the volume of stored/retrieved data. Data centres are housing
and supporting the information technology and network telecommunications equipment for data processing,
data storage and data transport. They are required both by network operators (delivering those services to
customer premises) and by enterprises within those customer premises.

Data centers need to provide modular, scalable and flexible facilities and infrastructures to easily
accommodate the rapidly changing requirements of the market. In addition, energy consumption of data
centres has become critical both from an environmental point of view (reduction of carbon footprint) and with
respect to economic considerations (cost of energy) for the data centre operator.

The implementation of data centres varies in terms of:

a) purpose (enterprise, co-location, co-hosting, or network operator facilities);

b) security level;

c) physical size;

d) accommodation (mobile, temporary and permanent constructions).

The needs of data centres also vary in terms of availability of service, the provision of security and the
objectives for energy efficiency. These needs and objectives influence the design of data centres in terms of

building construction, power distribution, environmental control and physical security. Effective management
and operational information is required to monitor achievement of the defined needs and objectives.

This series of European Standards specifies requirements and recommendations to support the various
parties involved in the design, planning, procurement, integration, installation, operation and maintenance of
facilities and infrastructures within data centres. These parties include:

—_

owners, facility managers, ICT managers, project managers, main contractors;

)
2) architects, consultants, building designers and builders, system and installation designers;
3) facility and infrastructure integrators, suppliers of equipment;
4) installers, maintainers.

At the time of publication of this European Standard, EN 50600 series will comprise the following standards:

EN 50600-1: Information technology — Data centre facilities and infrastructures — Part 1: General concepts;

EN 50600-2-1: Information technology — Data centre facilities and infrastructures — Part 2-1: Building
construction;

EN 50600-2-2: Information technology — Data centre facilities and infrastructures — Part 2-2: Power
distribution;

EN 50600-2-3: Information technology — Data centre facilities and infrastructures — Part 2-3: Environmental
control;

EN 50600-2-4: Information technology — Data centre facilities and infrastructures — Part 2-4:
Telecommunications cabling infrastructure;

EN 50600-2-5: Information technology — Data centre facilities and infrastructures — Part 2-5: Security
systems;

EN 50600-2-6: Information technology — Data centre facilities and infrastructures — Part 2-6: Management
and operational information.

The inter-relationship of the standards within the EN 50600 series is shown in Figure 1.
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Figure 1 — Schematic relationship between the EN 50600 standards

EN 50600-2-X standards specify requirements and recommendations for particular facilities and
infrastructures to support the relevant classification for “availability”, “physical security” and “energy efficiency

enablement” selected from EN 50600-1.

This European Standard addresses the operational and management information (in accordance with the
requirements of EN 50600-1). A data centre’s primary function typically is to house large quantities of
computer and telecommunications hardware which affects the construction, operation, and physical security.
Most of the data centres may impose special security requirements. Therefore, the planning of a data centre
by the designer and the various engineering disciplines that will assist in the planning and implementation of
the design of the data centre i.e. electrical, mechanical, security, etc. shall be carried out in cooperation with
the IT and telecommunications personnel, network professionals, the facilities manager, the IT end users,
and any other personnel involved.

This European Standard is intended for use by and collaboration between architects, building designers and
builders, system and installation designers.

This series of European Standards does not address the selection of information technology and network
telecommunications equipment, software and associated configuration issues.
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122 1 Scope and conformance

123 1.1 Scope

124 This European Standard specifies processes for management and operating of data centres. Primary focus
125 is on operational processes to deliver the expected level of resilience, availability, security and energy
126  efficiency. Secondary focus is on management processes to align the actual and future demand of users.
127 Figure 2 shows an overview of all processes. In addition, the transition from planning and building to
128 operating a data centre is considered as acceptance test process in Clause 4.

Operation Incident Change
Availability Security Energy
: Product
C : Cost
ol Lifecycle -
DC Strategy Service Level Customer

Configuration

129

130 Figure 2 - Data centre management processes overview

131 Although the focus is not on Key Performance Indicators (KPI), KPI are provided with the processes where
132 applicable.

133 NOTE 1 Problem Management is not included and can be set up when needed.
134 NOTE 2 Only processes specific for data centres are in the scope of this document. Business processes like people management,
135 financial management etc. are out of scope.

136 NOTE 3 Be aware of the required specific DC people skills.

137 1.2 Conformance
138 For a data centre to conform to this European Standard:

139 a) It shall implement a data centre strategy process;
140 b) It shall implement the following priority 1 processes:

141 — Operations management;
142 — Incident management;
143 — Security management;
144 — Customer management.

145 c) It shall determine the PUE;
146 d) it shall comply with Operational Excellence level 1.
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2 Normative references

The following documents, in whole or in part, are normatively referenced in this document and are
indispensable for its application. For dated references, only the edition cited applies. For undated references,
the latest edition of the referenced document (including any amendments) applies.

EN 50600-1, Information technology — Data centre facilities and infrastructures — Part 1: General concepts
3 Terms, definitions and abbreviations

3.1 Definitions

For the purposes of this document, the terms and definitions given in EN 50600-1:2012, EN 50600-2-X and
the following apply.

3141
availability management
process for monitoring, analysis, reporting and improvement of availability

31.2
capacity Management
process for monitoring, analysis, reporting and improvement of capacity

313
change management
process for recording, coordination, approval and monitoring of all changes

314
configuration item
an entity managed by configuration management

3.1.5
configuration management
process for logging and monitoring of configuration items

3.1.6
cost distribution model
costs that cannot be directly related to an infrastructure item need to be distributed by cost models

31.7
cost management
process for monitoring, analysis and reporting of all infrastructure related costs

3.1.8
customer management
process for management of customers responsibilities

3.1.9

data centre strategy

process for alignment of actual data centre’s capabilities and future demands of data centre’s users and
owners

3.1.10
energy management
process for monitoring, analysis, reporting and improvement of energy efficiency

3.1.1
incident management
process for responding to unplanned events and recovery of normal operation state
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3.1.12
incident severity
incident category according to the four impact categories described EN 50600-1:2012, 4.3

3.1.13
key performance indicator
a parameter used to evaluate performance

3.1.14
operations management
process for infrastructure maintenance, monitoring and event management

3.1.15
product lifecycle management
process for managing the timely renewal of infrastructure components and review of product lifecycle costs

3.1.16
provisioned capacity
capacity of the data centre’s actual installed infrastructure

3.1.17
security incident
an unplanned event resulting in an actual or potential breach of security

3.1.18
security management
process for design and monitoring of security policies, analysis, reporting and improvement of security

3.1.19
service level management
process for monitoring, analysis and reporting of service level compliance

3.1.20

service level agreement

an agreement defining the content and quality of the service to be delivered and the timescale in which it is
to be delivered

3.1.21
total capacity
maximum capacity the data centre was designed for at full use in terms of e.g. space, power and cooling

3.1.22
used capacity
data centre’s actual capacity used by the IT and facility in terms of e.g. space, power and cooling

3.2 Abbreviations

For the purposes of this document the abbreviations of EN 50600-1 and the following apply:

CRAC Computer Room Air Conditioner

HVAC Heating, Ventilation and Air Conditioning
KPI Key Performance Indicator

SLA Service Level Agreement

TCO Total Cost of Ownership
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4 Operational information and parameters

41 General

In general, operators should understand the data centre facility infrastructure and run it at the optimum point.
This is extremely important, not only for efficient operations under various normal conditions, but also defines
the capability of the operator to handle various failure conditions.

At handover to operations instructions shall be delivered by planning and engineering on how to handle
operational parameters of the infrastructure at different loads. Especially at the beginning of data centre life
cycle IT loads will be low; therefore instructions for efficient part load operation are very important.

The following clauses describe the information that operation retrieves from the various data centre
subsystems of EN 50600-2-1 to EN 50600-2-5 together with operational parameters that shall be configured
during the lifecycle of the data centre to achieve the goal to run at the optimal point for the given IT load.

4.2 Building construction (EN 50600-2-1)

All information delivered by the building management systems relating to any of the other subsystems in the
building will be described in the related clause.

The following information shall be handed over to operations:
a) Maximum bearable load by construction;

b) Escape routes;

c) Technical: transmission heat/cooling;

d) Documentation about installation for flood control;

e) Regulatory requirements;

f)  Acoustic protection;

g) Use of water-polluting substances (effluent water);

h) Environmental regulations.

4.3 Power distribution (EN 50600-2-2)
4.31 General

To operate a data centre in a safe and efficient mode the following information is required at all metering
points defined by the level of granularity:

a) active power load;

b) apparent power load;
c) power factor;

d) Voltage;

e) Current on each phase;



