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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical
activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
work. In the field of information technology, ISO and IEC have established a joint technical committee,
ISO/IEC JTC 1.

International Standards are drafted in accordance with the rules given in the ISO/IEC Directives, Part 2.

The main task of the joint technical committee is to prepare International Standards. Draft International
Standards adopted by the joint technical committee are circulated to national bodies for voting.
Publication as an International Standard requires approval by at least 75 % of the national bodies
casting a vote.

Attention is drawn to the possibility that some of the elements of this document may be the subject of
patent rights. ISO and IEC shall not be held responsible for identifying any or all such patent rights.

ISO/IEC 27001 was prepared by Joint Technical Committee ISOAEC JTC 1, Information technology,
Subcommittee SC 27, IT Security techniques.

This second edition cancels and replaces A&V‘f‘i‘q&\ editiq@i@/lEC 27001:2005), which has been
technically revised.
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2 Normative references

The followin
i are indispensable for reatt i .For dated references,
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only the edition cited applies. For undated references, the latest edition of the referenced document
(including any amendments) applies.

ISO/IEC %-9%9-95- Information technology — Security techniques — F
s . .
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5 Leadership

5.1 Leadership and commitment
—
e ot wih e s dreton o he g
—
c) ensuring that the resources needed for the information security management system are available;
R e———————————
€) ensuring that the information security management system achieves its intended outcome(s);

© ISO 2014 - All rights reserved

o


�����l�µ�Ǘ�Sk�}����8���4�L���\�hs�L���a�e�W���V+��D!����E�X�4d����J��
����~�����2��6�*�#�?�gq
d�q���oW

ISO/IEC 27001:redline:2014(E)

|

o
‘

2.
2,

&'

4 1+—Generalrequirements

© ISO 2014 - All rights reserved 5


���9��%�����L�+�nߟ$g۔���;����4x�d���,m�ܸN��b�e���U���ʙJ!�r����(:�v�^03w�������y�V�c����~F�����W���y

