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Foreword

This document (prEN 16602-80:2016) has been prepared by Technical Committee CEN/CLC/TC 5
“Space”, the secretariat of which is held by DIN (Germany).

This document (prEN 16602-80:2016) originates from ECSS-Q-ST-80C Rev.1 DIR1.
This document is currently submitted to the CEN ENQUIRY.
This document has been developed to cover specifically space systems and will the-refore have

precedence over any EN covering the same scope but with a wider do-main of applicability (e.g.:
aerospace).
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1
Scope

This Standard defines a set of software product assurance requirements to be
used for the development and maintenance of software for space systems.
Space systems include manned and unmanned spacecraft, launchers, payloads,
experiments and their associated ground equipment and facilities. Software
includes the software component of firmware.

This Standard also applies to the development or reuse of non-deliverable
software which affects the quality of the deliverable product or service
provided by a space system, if the service is implemented by software.

ECSS-Q-ST-80 interfaces with space engineering and management, which are
addressed in the Engineering (-E) and Management (-M) branches of the ECSS
System, and explains how they relate to the software product assurance
processes.

This standard may be tailored for the specific characteristic and constrains of a
space project in conformance with ECSS-5-ST-00.

Tailoring of this Standard to a specific business agreement or project, when
software product assurance requirements are prepared, is also addressed in
clause 4.3.
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2

Normative references

The following normative documents contain provisions which, through
reference in this text, constitute provisions of this ECSS Standard. For dated
references, subsequent amendments to, or revision of any of these publications
do not apply, However, parties to agreements based on this ECSS Standard are
encouraged to investigate the possibility of applying the more recent editions of
the normative documents indicated below. For undated references, the latest
edition of the publication referred to applies.

EN reference

Reference in text

Title

EN 16601-00-01

ECSS-5-ST-00-01

ECSS system — Glossary of terms

EN 16003-40

ECSS-E-ST-40

Space engineering — Software general requirements

EN 16602-10

ECSS-Q-ST-10

Space product assurance — Product assurance
management

EN 16602-10-04

ECSS-Q-ST-10-04

Space product assurance — Critical-item control

EN 16602-10-09

ECSS-Q-ST-10-09

Space product assurance — Nonconformance control

system
EN 16602-20 ECSS-Q-5T-20 Space product assurance — Quality assurance
EN 16602-30 ECSS-Q-5T-30 Space product assurance — Dependability
EN 16602-40 ECSS-Q-5T-40 Space product assurance — Safety
EN 16601-10 ECSS-M-5T-10 Space project management — Project planning and

implementation

EN 16601-10-01

ECSS-M-ST-10-01

Space project management ~Organization and
conduct of reviews

EN 16601-40 ECSS-M-ST-40 Space project management — Configuration and
information management
EN 16601-80 ECSS-M-ST-80 Space project management — Risk management
ISO/IEC 15504 Part Software engineering - Process assessment — Part 2:
2:2003 Performing an assessment - First Edition
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3

Terms, definitions and abbreviated terms

3.1

Terms for other standards

For the purpose of this Standard, the terms and definitions from ECSS-ST-00-01
apply in particular for the term:

acceptance test
software product

NOTE The terms and definitions are common for the
ECSS-E-ST-40 and ECSS-Q-ST-80 Standards.

3.2 Terms specific to the present standard

3.21 automatic code generation

generation of source code with a tool from a model

3.2.2 code coverage

percentage of the software that has been executed (covered) by the test suite

3.23 competent assessor

person who has demonstrated the necessary skills, competencies and
experience to lead a process assessment in conformance with ISO/IEC 15504

NOTE Adapted from ISO/IEC 15504:1998, Part 9.

3.24 condition

boolean expression not containing boolean operators

3.2.5 configurable code

code (source code or executable code) that can be tailored by setting values of
parameters

NOTE This definition covers in particular classes of
configurable code obtained by the following
configuration means:

e configuration based on the use of a
compilation directive;

10
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e configuration based on the use of a link
directive;

e configuration  performed through a
parameter defined in a configuration file;

e configuration performed through data
defined in a database with impact on the
actually executable parts of the software
(e.g. parameters defining branch structures
that result in the non-execution of existing
parts of the code).

3.2.6 COTS, OTS, MOTS software

for the purpose of this Standard, commercial-off-the-shelf, off-the-shelf and
modified-off-the-shelf software for which evidence of use is available

3.2.7 critical software
software of criticality category A, B or C

NOTE See ECSS-Q-ST-80C, Annex D.1 — Software
criticality categories.

3.2.8 deactivated code

code that, although incorporated through correct design and coding, is
intended to execute in certain software product configurations only, or in none
of them

[adapted from RTCA/DO-178B]

3.29 decision

boolean expression composed of conditions and zero or more boolean operators
that are used in a control construct.

’

NOTE1 For example: “if....then ... else” or the “case’
statement are control construct.

NOTE2 A decision without a boolean operator is a
condition.

NOTE3 If a condition appears more than once in a
decision, each occurrence is a distinct condition.
3.210 decision coverage

measure of the part of the program within which every point of entry and exit
is invoked at least once and every decision has taken “true” and “false” values
at least once.

NOTE Decision coverage includes, by definition,
statement coverage.
3.2.11 existing software

any software developed outside the business agreement to which this Standard
is applicable, including software from previous developments provided by the

11
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supplier, software from previous developments provided by the customer,
COTS, OTS and MOTS software, freeware and open source software
3.212 integration testing

testing in which software components, hardware components, or both are
combined and tested to evaluate the interaction between them

[IEEE 610.12:1990]

3.213 logical model

implementation-independent model of software items used to analyse and
document software requirements

3.214 margin philosophy

rationale for margins allocated to the performance parameters and computer
resources of a development, and the way to manage these margins during the
execution of the project

3.2.15 metric

defined measurement method and the measurement scale

NOTE1 Metrics can be internal or external, and direct or
indirect.

NOTE2 Metrics include methods for categorising
qualitative data.

[ISO/IEC 9126-1:2001]

3.2.16 migration

porting of a software product to a new environment

3.217 mission products

products and services delivered by the space system

NOTE For example: Communications services, science
data.
3.218 modified condition and decision coverage

measure of the part of the program within which every point of entry and exit
has been invoked at least once, every decision in the program has taken “true”
and “false” values at least once, and each condition in a decision has been
shown to independently affect that decision’s outcome

NOTE A condition is shown to independently affect a
decision’s outcome by varying that condition
while holding fixed all other possible
conditions.

3.219 operational

for the purpose of this Standard, related to the software operation

NOTE It is not related to the spacecraft operation.

12
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3.2.20 portability (a quality characteristic)

capability of software to be transferred from one environment to another

3.2.21 quality characteristics (software)

set of attributes of a software product by which its quality is described and
evaluated

NOTE A software quality characteristic can have
multiple levels of sub-characteristics.
3.2.22 quality model (software)

set of characteristics and the relationships between them which provide the
basis for specifying quality requirements and evaluating quality

[ISO/IEC 9126-1:2001]

3.2.23 real-time

pertaining to a system or mode of operation in which computation is performed
during the actual time that an external process occurs, in order that the
computation results can be used to control, monitor, or respond in a timely
manner to the external process

[IEEE 610.12:1990]

3.2.24 regression testing (software)

selective retesting of a system or component to verify that modifications have
not caused unintended effects and that the system or component still complies
with its specified requirements

[IEEE 610.12:1990]

3.2.25 reusability

degree to which a software unit or other work product can be used in more
than one computer program or software system

[IEEE 610.12:1990]

3.2.26 singular input

input corresponding to a singularity of the function

3.2.27 software
see “software product” in ECSS-S-ST-00-01

3.2.28 software component

part of a software system
NOTE 1 Software component is used as a general term.

NOTE 2 Components can be assembled and decomposed to
form new components. In the production activities,
components are implemented as units, tasks or
programs, any of which can be configuration
items. This usage of the term is more general than

13



