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Modal verbs terminology 
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1 Scope 
The present document specifies the additional requirements for Release 7 onwards of the TC SET with respect to earlier 
releases. 

The present document covers all the Stage 1 requirements which are not covered by other TC SET stage 1 documents. 
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