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Foreword

ISO (the International Organization for Standardization) is a worldwide federation of national standards
bodies (ISO member bodies). The work of preparing International Standards is normally carried out
through ISO technical committees. Each member body interested in a subject for which a technical
committee has been established has the right to be represented on that committee. International
organizations, governmental and non-governmental, in liaison with ISO, also take part in the work.
ISO collaborates closely with the International Electrotechnical Commission (IEC) on all matters of
electrotechnical standardization.

The procedures used to develop this document and those intended for its further maintenance are
described in the ISO/IEC Directives, Part 1. In particular, the different approval criteria needed for the
different types of ISO documents should be noted. This document was drafted in accordance with the
editorial rules of the ISO/IEC Directives, Part 2 (see www.iso.org/directives).

Attention is drawn to the possibility that some of the elements of this document may be the subject of
patent rights. ISO shall not be held responsible for identifying any or all such patent rights. Details of
any patent rights identified during the development of the document will be in the Introduction and/or
on the ISO list of patent declarations received (see www.iso.org/patents).

Any trade name used in this document is information given for the convenience of users and does not
constitute an endorsement.

For an explanation of the voluntary nature of standards, the meaning of ISO specific terms and
expressions related to conformity assessment, as well as information about ISO’s adherence to
the World Trade Organization (WTO) principles in the Technical Barriers to Trade (TBT), see
www.iso.org/iso/foreword.html.

This document was prepared by Technical Committee ISO/TC 292, Security and resilience.

Any feedback or questions on this document should be directed to the user’s national standards body. A
complete listing of these bodies can be found at www.iso.org/members.html.
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Introduction

Having effective communication among organizations and with the public are important aspects of
emergency management. The emergence of social media, in addition to other media such as television,
radio, and newspapers, has provided more communication options and enhanced communication
capability, but it has also made communication more challenging.

It is important that organizations recognize their potential benefits and threats inherent when using
social media in their communication strategy, including crisis communication. Social media can improve
situational awareness and communication capability and help citizens support each other during an
emergency or crisis. Social media can also spread inaccurate information regarding an incident and
the response to an incident. Organizations that have the capability to monitor and use social media can
take advantage of the potential benefits and counteract the potential negative consequences that can
arise from social media.

This document provides guidance on how social media can be integrated into communication in
emergency management.

© IS0 2021 - All rights reserved v
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Security and resilience — Emergency management —
Guidelines for the use of social media in emergencies

1 Scope

This document gives guidance on the use of social media in emergency management. It gives guidance
on how organizations and the public can use, and interact through, social media before, during and
after an incident as well as how social media can support the work of emergency services.

This document is applicable to governmental and non-governmental organizations involved in
emergency management and crisis communication.

2 Normative references

The following documents are referred to in the text in such a way that some or all of their content
constitutes requirements of this document. For dated references, only the edition cited applies. For
undated references, the latest edition of the referenced document (including any amendments) applies.

ISO 22300, Security and resilience — Vocabulary

3 Terms and definitions
For the purposes of this document, the terms and definitions given in ISO 22300 and the following apply.

ISO and IEC maintain terminological databases for use in standardization at the following addresses:

— ISO Online browsing platform: available at https://www.iso.org/obp

— IEC Electropedia: available at http://www.electropedia.org/

3.1

social media

online technologies and practices that people use to share opinions, insights, experiences and
perspectives with each other, transforming traditional one-to-many interactions into many-to-many
interactions

3.2
inaccurate information
information that is false

Note 1 to entry: Inaccurate information may be spread purposefully or without purpose.

Note 2 to entry: The scientific term “misinformation” includes inaccurate information that is spread without
purpose.

3.3

purposefully misleading information

inaccurate information (3.2) that was distributed purposely or intentionally omitted information or
intentionally modified information

Note 1 to entry: The scientific term is “disinformation”.

©1S0 2021 - All rights reserved 1
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4 Understanding social media

4.1 General

With increasing digitalization, a growing number of social media platforms and channels are available,
and the selection and popularity of these are continually changing. Social media is available worldwide
but access to some platforms and channels can be restricted in some countries. Some platforms and
channels focus on exchanging text messages, others focus on sharing photographs or videos, and some
permit the sharing of text, photos and videos. Many can include links to any content stored on the
internet.

There is a connection between social media and other media such as websites, newspapers, radio and
television. People also share news articles and information on social media.

Annex A provides types of social media channels, platforms and related tools.
The organization should:

— consider the role of social media in the context of its overall communications strategy, including
crisis communication, and how the social media strategy is implemented in the organization;

— understand that the extent to which information is shared depends on the application on which it
was shared and the privacy settings of the user who shared the content;

— understand that social media is operated by private companies, and it is governed by their own
terms of service or user agreement.

4.2 Utilizing social media

4.2.1 General

The exchange of information through social media will depend on the organization’s communication
strategy and whether the organization is operating before, during or after incidents or crises.

The organization should consider:
— how social media can improve the organization’s capability to manage incidents and crises;

— how social media can reduce the organization’s risks by considering risks that can potentially be
affected by ineffective communication;

— how fit-for-purpose the organization’s social media policies and procedures are to determine if
changes are required.

4.2.2 Implementation

The organization should:

— identify and obtain the appropriate tools necessary to implement the use of social media;
— supplement internal resources by using external resources as required;

— ensure that the resources are capable of performing their assigned responsibilities.

A natural progression for the use of social media is to monitor social media communications, then
disseminate information to support emergency management objectives. This is then followed by
interaction with social media users (public or private stakeholders) to answer questions and build trust
with the social media audience.

The organization should conduct a regular review of social media as part of its overall continual
improvement process.
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