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Intellectual Property Rights 

Essential patents  

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations 
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be 
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to 
ETSI in respect of ETSI standards", which is available from the ETSI Secretariat. Latest updates are available on the 
ETSI IPR online database. 

Pursuant to the ETSI Directives including the ETSI IPR Policy, no investigation regarding the essentiality of IPRs, 
including IPR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not 
referenced in ETSI SR 000 314 (or the updates on the ETSI Web server) which are, or may be, or may become, 
essential to the present document. 

Trademarks 

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners. 
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no 
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does 
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks. 

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its 
Members. 3GPP™, LTE™ and 5G™ logo are trademarks of ETSI registered for the benefit of its Members and of the 
3GPP Organizational Partners. oneM2M™ logo is a trademark of ETSI registered for the benefit of its Members and of 
the oneM2M Partners. GSM® and the GSM logo are trademarks registered and owned by the GSM Association. 

Foreword 
This Technical Report (TR) has been produced by ETSI Technical Committee Cyber Security (CYBER). 

Modal verbs terminology 
In the present document "should", "should not", "may", "need not", "will", "will not", "can" and "cannot" are to be 
interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of provisions). 

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation. 

Introduction 
ICT Risk Management systems have existed since their inception in various forms of telecommunication and 
computational systems over the centuries as a means of achieving sufficient levels of security or resilience against 
threats and vulnerabilities.  

The risk management ecosystem basically consists of sets of tools or processes that allow an assessment of security or 
resilience sufficiency for a particular device or system in a particular context followed by the application of corrective 
measures. 

After the digital network technology evolved significantly in 1964 to bring about merger of telecommunication and 
computer systems, risk management initiatives almost immediately emerged within the U.S. Federal government as sets 
of processes. As increasingly complex, open, and autonomous ICT infrastructures and products emerged over the 
decades, a continuing series of risk management initiatives and tools were developed. After 2010, the threats and 
complexities increased significantly and resulted in major risk management efforts worldwide. Recently, risk 
management has been manifested as DevSecOps to encompass the complex risk management iterative cycles of 
software/product development, operational use, threat discovery, and remediation. After 2020, the European Union 
integrated risk management into multiple legislative instruments and the activities of EU bodies. 
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