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Foreword 
This Technical Specification (TS) has been produced by ETSI Technical Committee Cyber Security (CYBER). 

Modal verbs terminology 
In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and 
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of 
provisions). 

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation. 

Executive summary 
The present document captures and describes the prioritized set of actions that collectively form a defence-in-depth set 
of best practices that mitigate the most common attacks against systems and networks. These actions are specified by 
ETSI in the present document, the Critical Security Controls (CSCs), which are developed and maintained by the Center 
for Internet Security (CIS) as an independent, expert, global non-profit organization [i.46]. 

The latest version of the Controls is found in the present document. It is the normative version of the ETSI Critical 
Security Controls. Parts of ETSI TR/TS 103 305, as well as related ETSI Technical Reports and Specifications, assist in 
the implementation. ETSI publishes derivative international versions. A global array of expert individuals and 
organizations contribute to provide ongoing development, support, adoption, and use of these Critical Security Controls.  

iTeh Standards
(https://standards.iteh.ai)

Document Preview
ETSI TS 103 305-1 V5.1.1 (2025-09)

https://standards.iteh.ai/catalog/standards/etsi/08705e47-e98d-48d1-8412-f24e8b94f790/etsi-ts-103-305-1-v5-1-1-2025-09

https://ipr.etsi.org/
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

