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European foreword

This document (prEN 50764:2026) has been prepared by CLC/TC 47X “Semiconductors and Trusted Chips
Implementation”.

This document is currently submitted to the Enquiry

The following dates are proposed:

+ latest date by which the existence of this (doa) dav + 6 months
document has to be announced at national
level

+ latest date by which this document has to be (dop) dav + 12 months

implemented at national level by publication of
an identical national standard or by

endorsement

+ latest date by which the national standards (dow)  dav + 36 months
conflicting with this document have to be (to be confirmed or
withdrawn modified when voting)

This document has been prepared under a standardization request addressed to CENELEC by the European
Commission. The Standing Committee of the EFTA States subsequently approves these requests for its
Member States.

For the relationship with EU Legislation, see informative Annex ZZ, which is an integral part of this document.
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Introduction

This document defines generic threats and technical requirements for platforms of smartcards and similar
devices including secure elements in response to the CRA essential cybersecurity requirements for this
category of products. The expression and assessment of the technical requirements use the Common Criteria
specification and evaluation methodology supplemented by EUCC state-of-the-art documents. For platforms
conformant with Protection Profiles (PPs) PP0084, PP0117, PP0099, PP0104 or PP TPM, these PPs provide
the CC expressions for the technical requirements they cover.

This document is targeted at manufacturers of platforms.



